Digital Defense Integration
Integrated Vulnerability Management and Application Code Analysis.

Traditional risk assessment techniques alone are often siloed and not effective enough to secure your enterprise. Companies now more than ever, know that it is not enough to just be compliant; vulnerabilities in applications can allow attackers to access data even if their network is secure. This means that managing business risk requires an approach that leverages the strengths of both assessment types: network assessments bring an “outside in” and infrastructure perspective to risk management, while application assessments bring an “inside out” and business criticality perspective to risk management.

Integration
Veracode and Digital Defense have integrated their solutions to enable organizations to get a more comprehensive view of what their application risks are and where those risks reside on their networks. Organizations benefit from a comprehensive “infrastructure map” which layers application level flaws discovered by Veracode’s patented binary static analysis onto DDI’s network vulnerability analysis.

In essence, the analysis provides a view of not only the vulnerabilities present on the networked server, but the vulnerabilities introduced by the applications residing on that server.

Through the integration, organizations are able to obtain a deeper analysis of applications. Organizations can understand which application flaws reside on external and internal network hosts—gaining increased visibility so they can respond more rapidly to remediate their most critical vulnerabilities.

Veracode’s automated code analysis, coupled with DDI’s vulnerability management empowers organizations of all sizes with a thorough approach to risk management.
“The combination of Veracode and DDI technology and expertise brings information security to the next level. Companies, now more than ever, know that it is not enough to just be compliant. The partnership provides solutions that will allow organizations to accurately assess and rapidly respond to vulnerabilities that threaten their livelihood and reputations.”

Gordon MacKay
Chief Technology Officer
Digital Defense Inc.

About Digital Defense
Founded in 1999, Digital Defense, Inc. (DDI) is the premier provider of managed security risk assessment solutions protecting billions in assets for small businesses to Fortune companies in over 65 countries. DDI’s dedicated team of experts helps organizations establish a culture of security through regular information security assessments, awareness education and Decisive Security Intelligence. This proven method bolsters the capability of organizations to reduce risk and keep information, intellectual property and reputations secure. The combination of DDI’s certified Security Analysts, patent-pending scanning technology and proprietary cloud-based vulnerability management system, Frontline™ Solutions Platform, delivers the most powerful assessment results and remediation management solutions possible.

About Veracode
Veracode is the only independent provider of cloud-based application intelligence and security verification services. The Veracode platform provides the fastest, most comprehensive solution to improve the security of internally developed, purchased or outsourced software applications and third-party components.